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Abstract:- The internet, now a day, has important rules 

to search for information, learning, searching for news, 

and entertainment. The problem that often arises is 

that sometimes there is instability on the network or 

internet providers who often experience downtime and 

slow internet connections, which have become human 

obstacles to their internet network needs. The 

implementation of load balancing techniques and 

Failover techniques allows traffic to flow evenly and 

prevent overload on one connection.This system is 

made to solve problems on the internet network; the 

network is designed using three ISP provider with load 

balancing and failover technique to support network 

performance when downtime or disconnect so that the 

line network can switch smoothly directly to another 

ISP which are still available.As the result, the user or 

client will not have trouble when downloading or 

uploading their work. 
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I. INTRODUCTION 
 

The internet, now a day, has important rules to search 

for information, learning, searching for news, and 
entertainment. The internet has made people attach to the 

need for an internet network. However, the problem that 

often arises is that sometimes there is instability on the 

network or internet providers who often experience 

downtime and slow internet connections, which have 

become human obstacles to their internet network needs. 

Established implementation requires overcoming this by 

implementing load-balancing techniques and using 3 ISPs 

in the network.  
 

The implementation of load balancing techniques 

will provide benefits to users for using internet facilities. 

Because load balancing can divide the traffic load into the 

two connection lines in a balanced way, allowing traffic to 

flow evenly and preventing overload on one connection. 

Meanwhile, the failover technique is used to deal with an 

ISP if it disconnects or goes down so that the other ISP can 
automatically back up to another ISPs. Failover is the 

ability of a system to switch to a backup system, either 

manually or automatically, when the condition of one of 

the systems fails.And at this time at CV SetiaKawan, 

overload events are unavoidable because the average active 

user exceeds the capacity that must settle.The following is 

data on the occurrence of downtime on the system within 1 
year (counting from 2021 to 2022). 

 
Table 1: Downtime Table 

 

From the data above, the increasing needs of internet 

users amid the current Covid-19 pandemic, causemany 
downtime failures. This becomesa question of how to 

avoid overload on an internet network with load balancing 

and implementing the failover method. 
 

A. Load Balancing 
Load balancing is a technique to even out two 

connection lines that must balance on a network, which 

allows traffic to travel more efficiently. It also enables 

throughput optimization to avoid overloading a single 

connection path. It can make a connection more stable and 

optimal. The conditions that apply to the common 

scheduling algorithms on Load Balancers are Round Robin 

Scheduling Algorithm and Least Connection Algorithm. 

To distribute connection traffic loads on two or more 

connection lines in a balanced way so that traffic runs 

optimally, the load balancing methods that can be used are 
ECMP (Equal-Cost Multiple Path), PCC (Per-Connection 

Classifier) and NTH. 
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 Per Connection Classifier (PCC) 

The PCC load balancing method is a load balancing 
method that combines Per Connection Load Balancing 

with Per Address Pair Load Balancing. With these two 

techniques, PCC in LAN networks will be more adaptable. 
 

 Equal Cost Multi-Path (ECMP) 
Equal Cost Multi-Path (ECMP) is to automatically 

rotate the output selection path on the gateway. There are 

two or more gateway paths for outgoing packets from this 

router. With this ECMP application approach, outgoing 

and incoming packets that pass through the track gateway 

will have the same load. 
 

 Nth 

Nth is the load-balancing mechanism included in the 

proxy. This method works with the operating method of 

utilizing a round-robin algorithm that can disconnect 

distribution solutions that will mangle to routes that have 

been built for a load-balancing approach. 
 

B. Failover 

Failover is a method that uses several kinds of 

connection lines to get a destination network. But under 

normal circumstances, the implementation is done using 

only one link. The other links are used as backups and will 

be used when the main link is down. 
 

II. LITERATURE REVIEW 
 

Research and implementation were made by Eudes 

Raymond in 2018 about the Implementation with two ISPs 

using method Connection N and PCC[6], Systems built 

using the Nth load balancing approach and the PCC load 

balancing method can solve the problem if the ISP loses 

connectivity.  
 

Another in 2020 by Mustafa and Ramayanti about 

implementation of Load Balancing and Failover to the 

Device Mikrotik Router Using the NTH Method (Case 

Study: PT.GO-JEK Indonesia) [2], using the NHT 

approach, balances the traffic on the two connection lines 
to prevent overloading one connection line. 

 

III. METHOD 
 

A. Data collection 

Conducting interviews and observations is a technique 

used by the author to obtain research data. The purpose of 

collecting qualitative data (interviews and observations) is 

to collect reliable and objective data because this data is 

collected directly from the informants in the case study, 
namely interviewing the head of the Network Engineer 

section at CV. SetiaKawan. 
 

 

 

 

 

 

 

 

 

 

 

B. Research stage 

Below shown the flow of the research stage. 
 

 
Fig. 1: Research Stage 

 

For the problems in the companies, such as the 

frequency of internet downtime, this can occur up to 1-2 

times per month. The problem happened when the 

company was still using only 1 ISP. To overcome these 

problems author implemented the method, by making the 

network topology modification. The implementation is by 

using 3 ISPs in one network design.Then the author will 
carry out the load-balancing configuration process. At this 

load-balancing configuration stage, the authorsuse a 

Mikrotik device. 
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IV. RESULT AND DISCUSSION 
 

A. Prepare Load Balancing 

Load balancing is required on small- or large-scale 

networks that have two or more gateways to ensure stability 

and network availability which is always available so that 

communication remains connected even when interruptions 
occur. The network must be able to minimize connection 

interruptions on the main network so that the system can 

continuously exchange data and information. 

 
Fig. 2: Topology Before Load Balancing 

 

The implementation is with the previous condition 

that only uses 1 ISP change to use 3 ISP in a network 

connection and add load balancing. 
 

The Hardware &Software  

 Mikrotik Router 

 Router 

 Switch 

 Fiber Optic 

 LAN cable 

 Winbox Virtual Machine 

 Windows Operating system 
 

 
Fig. 3: Topology after Load Balancing 

 

B. Load Balancing Configuration 

The first step is to install Internet LAN from ISP 

Oxygen, ISP Indihome and ISP Remala in one Mikrotik 

router, then connect it to a client using a LAN cable from 

the Mikrotik router to the client’s computer. The 

configuration: 
 

 
 

Assign IP addresses in the following order. 
 

 
 

This is what shows the configuration: 
 

 
Fig. 4: Address List 

 

 
Fig. 5: DNS configuration 

 

 
Fig. 6: Configuration DHCP server 
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NAT configuration can be done with the following 

command: 
 

 
 

C. Mangle Configuration 
Mangle is a kind of 'marker' that marks packets for 

future processing with special marks. The function mangle 

is to tag the route packets according to the current routing 

rules. The authors will use the PCC load-balancing method 

using mangle rules.In the PCC approach mangle 

configuration stage, the author uses various mangle 

sequences, such as: 

 Chain Pre-routing 

 Chain Input 

 Chain Output 
 

The configuration command is as follows: 
 

 

 

 
 

D. Routing Configuration and Failover 

For the first step, create a static route that functions as a 

recursive gateway trigger. This rule will use as a recursive 

gateway trigger. The author uses a public IP on the 

internet, for ISP1 IP = 9.9.9.9, for ISP2 IP = 1.1.1.1, and 

for ISP3 IP = 8.8.8.8. 
 

To distinguish between ISP1 and ISP2 triggers, set 

the scope parameter in the rule. In this case, the scope of 

ISP1 is 30, the scope of ISP2 is 31, and the scope of ISP3 

is 32. Here are the configuration commands: 
 

 Static Route Configuration 
 

 
 

 Default Route Configuration 
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 Backup Route Configuration 
 

 
 

So that the router can still access the internet, add a 

default gateway configuration without the mark-routing 

parameter. The result in the routing table will be the 

following: 
 

 

 
Fig. 7: Default Route Mikrotik 

 

Of all the stages described earlier, the final result of 

this recursive is as follows: 
 

 
Fig. 8: Recursive Failover Configuration Results 

 

E. Load Balancing Test 

In the first test, the authorsimplement load balancing 

using the PCC method. This PCC system always maintains 

the path that was passed at the beginning of the connection 

traffic flow. 
 

The following is the result of the connection that runs 

when the client downloads in the conditions before load 

balancing is applied and after load balancing is applied: 
 

 
Fig. 9: Testing Downloads on the Client Before Load 

Balancing 
 

 
Fig. 10: Testing Downloads on the Client After Load 

Balancing 
 

From the results above, the condition before the 

implementation of load balancing, there was only 1 IP line 

which Moratel(as provider),-caused the overload. 
 

Meanwhile, after implementing load balancing, of 

course, the traffic will run evenly and automatically, and 

there will be no more overload things that will occur 

because the paths are divided into more balanced and even 

distributions. 
 

F. Connection Balance Test (Balance) 

The authors will then verify the connection balance, 

utilizing the Winbox program to monitor the network 

before and after load balancing. The result: 
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Fig. 11: Connection Graph Before Load Balancing 

 

 
Fig. 12: Graph Down Time on Connection 

 

 
Fig. 13: Connection Graph of Each ISP After Load 

Balancing 
 

The result is that PCC load balancing effectively 

distributed packets and bytes over both interfaces. Based 

on the results, it is possible to conclude that this PCC load-

balancing approach can share deployment packets by 
balancing them across all gateways. 

 

 

 

 

G. Failover Testing 

The authors examine the information obtained to 
evaluate the performance of the load-balancing system that 

was created. It compensates for connection failures caused 

by one of the ISPs. Even if one of each internet service 

provider's connections is lost, the system will still have two 

ISPs or one other ISP that can be accessed as a backup 

internet connection with failover. 
 

 
Fig. 14: Download Testing Using 3 ISPs 

 

 
Fig. 15: Testing Download After ISP2 disconnected 

 

 
Fig. 16: Testing Download After ISP2 and ISP1 

disconnected 
 

From the results, the downloads continued to run 

smoothly without any connection problems being 

interrupted. Because it will automatically switch if ISP2 

disconnected then ISP1 and ISP3 will become the default 

gateways that support the operation of the entire network. 
It can be monitored from the IP address checked through 

the IP checker website, namely 

https://whatismyipaddress.com. 
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At the beginning of the download process, it still uses 

ISP2, - Indihome with IP 180.244.162.175. And after the 
ISP2 is disconnected, the download process continues, but 

the resulting speed decreases by 10Mbps and the total 

speed becomes 20Mbps. Also, the IP that passed is using 

ISP1 and ISP2 connections, namely Moratel and Remala, 

and the connected IP is 103.160.12.81.  
 

If ISP2 and ISP1 disconnected, the download process 

will also continue, but the speed will decrease to 20mbps 

and the total speed is only 10mbps and the IP that is 

skipped is only a connection from ISP3, namely Remala 

with IP 167.71.199.241. 
 

V. CONCLUSION 
 

Based on the theory and discussion in the previous 
chapters that have been done, it can be concluded that. 

 The design of load balancing on a system can help to 

build a good performance. Load balancing can divide the 

load more evenly and can divide one traffic lane into 

several connecting lines symmetrically. 

 The system design implemented by using the failover 

technique succeeded in solving the problem, -in the form 

that if one of the ISPs is down, failover will 

automatically back up the other internet networks that 

are still running. 

 In the aspect of choosing an ISP, the authors suggest 
choosing an ISP that can download and upload speeds 

that are not much different. So, that when browsing or 

doing other things you don't experience slow connection 

speeds due to the different response times for each ISP. 

 It is recommended to use two load balancer proxy 

devices, so that load balancing performance is more 

stable and can share the workload with other proxy 

devices and not burden only one proxy. 
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